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OMNIBOX General features

It’s a general purpose Computer Telephony Box, it can do:

· Software Answer Supervision;

· Hung Trunk detection;

· Watchdog;

· Protocol conversion: 

· Triggered Call-Back;

· User customizable IVR prepaid platform, calling cards, etc;

· Billing;

· Graphic real-time monitoring over the Internet;

· Switching (yes! Of course it’s switch); 

· Test Traffic generation

· Predictive Dialing (Telemarketing, polls…)

· All of the above. 

Every inbound trunk group may have a different function, say the first three T’s (or E’s) are switching while the fourth is an IVR for prepaid cards and the fifth is handling a Call-Back service. Also protocols may be combined, for example, the first 23 channels are ISDN with NI2 protocol, the next 48 are T1 robbed bit, 16 analog lines, and the rest are E1’s with doing SS7 protocol.

It runs under WinNT/WIN 2000 and uses Dialogic Global Call Dialogic Technology that allows support for every protocol in every country in the world.  

The limit to the maximum number of channels that an OmniBox system can handle is…not an easy spec anymore, not since the boxes can be interconnected. Several technologies are available that can provide Virtual Circuits between boxes:

· Amtelco XDS optical ring technology;

· Intel Ethernet packet switching;

· IML ATM technology.

Any of the above can handle thousands of Virtual Circuits, for example, one with 5 OmniBox’es with an Amtelco ring, can provide a system with 150 spans. You may still keep adding boxes, Amtelco claims that up to 40 have been successfully interconnected. So, an OmniBox System can work as a pretty big switch, like an EXCEL, NORTEL, ERICSON… you know…the “big ones”, for a lost less, allowing easy growth as you go up in the business.

OmniBox’es may be provided in rugged rack mount Advantech industrial computers that can harbor all the allowable dialogic boards, but it may also be installed in alternative platforms upon request. 

OmniBox is a database driven application, for its operation it uses a local Microsoft's SQL Server. OMNIBOX can deliver CDR's (Call Detail Record) in real time to a remote database server through Internet or any private IP network.  The CDR's have a flexible format that will adapt with ease to any billing system. #include also offers a billing and statistics package based on ACCESS and SQL Server that are likely to suit your needs.  

Software Answer Supervision 
The signal that informs the client switch that the connection has been established and so, it may start charging the caller, is known as Hardware Answer Supervision. OMNIBOX can provide Answer Supervision when this signal is inexistent or unreliable.  For example, this is the case long distance carriers face when links terminate in analog trunks that don’t provide polarity reversal answer supervision.
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When enabled, OmniBox will ignore Hardware Answer Supervision signaling from the outbound channel and will deliver the correct Answer Supervision signal to the Client Switch only upon detection of voice, FAX or recordings, this is known as Software Answer Supervision. To accomplish this task, OmniBox must recognize SIT tones, busies and rings, but these may be quite different for different destinations. Detection of these call progress tones can be fine tuned for every group of channels, allowing pretty good accuracy. 

When doing Software Answer Supervision, OmniBox learns a lot about every call and so it can report in real time, not just a yes or no completion status, but details like if it was voice or recording, or if it failed for busy, ring no answer, etc.

Dynamic Assignment of Voice Resources

To do Software Answer Supervision, OmniBox uses Voice Resources. These voice resources are implemented with special chips known as Digital Signal Processors or DSP’s. These DSP’s are the most expensive components in the Dialogic boards. Voice resources are also needed to do functions like getting DTMF of MF digits, dialing, recording messages and playing back prompts. OMNIBOX has the intelligence for pooling these voice resources instead of doing a fixed assignments like most applications in the market. In other words, you don’t need to buy a voice resource per channel. A voice resource costs ~$108 while a digital channel will go for ~$46. If you need, say... 10 T's (10 inbound + 10 outbound) Doing a fixed assignment of 1 resource/ch, will be 20x24x(108+46) = $ 73920. The voice resources are used only while connections are getting established (~30 seconds) and not during the conversation (~5 minutes) so, the voice resource usage to channel usage is 1 to 10. Pooling resources in a very conservative way, this is using 72 voice resources for all the system will bring hardware costs down to: 64*108 + 20*24*46 = $29856.  This is not just a small saving, we are talking LESS THAN HALF!

OmniBox V4.30 and higher can even do further savings. Dialogic offers cheaper boards with limited voice resources, these can't playback prompts or record messages, but they can do everything else. These resources are good enough for Software Answer supervision, protocol conversion, hung trunk detection, etc. New versions allow to use resources of both types in the same box being smart enough as to pick the right one for the job at hand..

Hung trunk detection

A typical problem when conveying traffic over the satellite or any other media where the carrier must pay for bandwidth, is that a phone may be left off hook keeping a false call for very long time that will, most likely, have to be credited. This unfortunate happening is known in the trade as a hung trunk.

To detect and terminate hung trunks, OmniBox will spin an independent thread that will check sequentially all outbound channels in use, when a call is found to have been connected for more than a specified, the Hung Trunk Detector will start checking for silence, busies, rings or SIT tones in both outbound and the associated inbound.

Watchdog

There is not such thing as a failure proof communication system. There is so much that can go wrong in a complex system that the best you can do is “be the first to know” and know it fast. That is what this Watchdog feature is all about. It will page everyone in a list when something behaves abnormal. 

Any instance of the OmniMonitor (see below) can become a Watchdog that, by using the underlying Internet Mail installation, can page a list of recipients by sending a whole alarm message. 

The email pages can be enabled/disabled by checking/un-checking the Enable Pager  menu item. When you enable the email paging service, you will be prompted for the recipient list with and input box. There you can enter the recipient list separated by semicolons, the same way you do with any email message. Any previously entered list will be shown as default. OmniBox provides ways of masking alarms so that pages are issued only upon specified scenarios.

Part of the OmniBox watchdog system works from within the main application. OMNIBOX can be set to disable outbound channels that have had more than a specified count of failures in a row. This helps improve completion rates. But since these interruptions could be temporary, it will try the channel again in 3 hours, if it fails 3 times in a row, it disables the channel again. This process repeats at a specified rate.

Protocol Conversion

OmniBox supports:

SS7 in most of its many flavors ANSI, ITU, C7…;

ISDN PRI in most of its many flavors NI2, 4ESS, 5ESS, DMS, EURO ISDN…;

T1 Robbed bit with all its feature groups and start protocols.;

E1 MFR2 *;

Analog;

Since any of the protocols can be set on either inbound or outbound spans, you can use OmniBox to convert from anything to anything.

* Supported but not recommended. MFR2 does all its signaling in-band with preemptive tones. This requires that a voice resource be attached to each R2 channel full time impeding the voice resource pooling that saves so much money. Any other E1 protocol available would be a better choice. 

Triggered Call-Back

Assume that a call from A to B is rated at $0.50/min but from B to A is only $0.25. You can profit from this by installing an OmniBox in B, whenever a client in A wants to call B, it dials a number that is given to him that will terminate in the mentioned OmniBox, there will be no answer, then the client hangs up so, there’s no charge, this is known as the trigger call. The trigger call has notified OmniBox that a client needs to make a call and which client is it, so it dials the client’s number in A, when the client answers, OmniBox will prompt for the number to dial in B, then it makes a local call in B at very low rate, say $0.05/min. The cost of the call is $0.30/min, if the rate offered to the client is, say, $0.40/minute, you make a profit of $0.10/min. Call-Back may also render profits on differences in long distance rates, special volume plans, private links… imagination is the limit. 

For a Call-Back operation, you will need a DID or DNIS service, the best option being an ISDN PRI. You must also request a set of phone numbers to match your expected client count. When a trigger call is received in a channel belonging to the Call-Back inbound trunk group, the customer will be called back from that same channel. OmniBox dialog will allow any number of outbound calls in the same call back using the ## feature.

IVR prepaid platform, calling cards, etc

OmniBox also offers a very complete IVR (Interactive Voice Response) platform to handle PIN verification and call placing prompts for:

· Calling Cards

· Subscription Prepaid accounts.

· Invoiced accounts

· Call-Back

In case you wonder what’s the difference… Calling Cards are prepaid accounts, so OmniBox must report remaining balance and minutes of talk time to the dialed destination and when the call is one minute away from exhausting the balance, it must prompt a warning and eventually cut the call if the balance hits 0. Invoiced accounts, on the other hand, can be practically promptless, if the PIN matches the ANI, all the caller is going to hear is “enter the phone number” or if you prefer, a dial tone. Calling cards involves concepts like expiration dates, maintenance fees among others that subscription prepaid accounts don’t. A Call-Back account can be invoiced or prepaid but never requires PIN verification.

Here are some features:

· Multi-Language.

· There’s no limit to its number, languages can be selected by account, number dialed of by prompt. For each valid language you must assign a number, 1, 2, 3… and references to these numbers are made in the client’s accounts.

· Multi PIN per account capability.

· An account may have multiple valid PIN’s, an office with several authorized employees a family with several members, etc.

· Direct ANI login

· The above feature is especially useful in combination with this one. You may register several phone number as valid PIN’s  to an account so that the client may call from different phones without being prompted.

· Easy to customize independent wav file prompts.

· Prompts are stored in individual files in the Windows WAV format, this makes it easier to customize. The path to these files are specified in the database. Numbers and ordinals are stored in subdirectories named for instance dtWav0 for English and dtWav1 for Spanish, where 0 and 1 is the language reference number mentioned above..   

· ANI black list.

· Hackers are always out there for an easy profit on your operation. They have devised programs that will flood your system with calls until they get a valid PIN. As a defense against these predators, OmniBox will register every ANI that dials into the system and will keep an attempt count in a table called ANIBlackList, if you see an abnormal count, you can flag that ANI out, further attempts from that ANI will get a busy. You can even have this job done automatically by the SQL Server. 

· Pay phone identification and handling

· If you have a toll free number for your operation, the fee for the use of a pay phone will be passed on to you, OmniBox can detect these calls and pass the a charges to the caller. You may even apply a factor in an account basis, that passes only a part of the charge or maybe an extra charge.

BILLING

Or

Call Logging, replication over the Internet, Data Entry and reporting

  

You can use an OMNIBOX to generate CDR’s (Call Detail Record) for technical statistics or for billing purposes. These can be stored locally at the Database that resides in the same computer as the platform or these records could be replicated into the company’s master database in a different city or even country using an Internet connection. The most common option is not to store locally, that way the database at the OMNIBOX computer stays ‘light weight’, but to replicate into the database where the statistics and billing are processed. 

 

When the call is connected, it is partially logged, this means that all the information available is stored temporarily in a a table (Log_PartialCall). When the call is finished the time, prices and final result are added to the record and then is stored permanently or sent for replication. This means that if the power goes off or the OmniBox is unloaded for any reason, no call goes without its CDR. 

  

The CDR has the following fields:

  


Call_ID 


Primary Key, unique number for each call


Engine 


Identifies which box (it could be several)


Account 

Account to which the call will be charged


ANI 


Number of the calling party or PIN


DialTime

Time at which the call came in.


AnswerTime

Milliseconds from seizure to Answer Supervision


CallLength

Milliseconds from Answer Supervision to Call Drop


InboundCh 

Inbound Channel (span x 100 + Time Slot number)


OutboundCh

Outbound Channels (span x 100 + Time Slot number)


DialResult

Result code


DialedStr_i 

String dialed by the caller


DialedStr_o

String dialed by the switch into the outbound channel


RouteIdx

ID of the destination.


InGroupID

Client ID


OutGroupID

Outbound trunk group


Sell_Cost

How much the callers account was charged.


Buy_Cost

How much did the call cost

  

Replication: 

The OMNIBOX replication uses a proprietary mechanism that work as follows.

         CDR information goes in the PendingReplication table as it is created (at the end of every call)

         The Source Replicator application takes oldest record and sends it by UDP over the Internet

          The Destination Replicator Application receives the CDR and attempts storing it in the company’s database through a stored procedure called proc_CDR.

         If the transactions is successful, an acknowledge message will be sent back to the Source Replicator.

         Upon receiving acknowledge the Source Replicator will erase the record from the Pending Replication table and go for the next if any. If there’s no acknowledge message before timing out or a Not Acknowledge is received, the record will be resent.

This method allows for long interruptions of the IP network, since the local database can store a huge count of records and the replication rates are many times faster than the normal rate at which records normally generated. Also, in the case of long interruptions, more than one Source Replicator can be used in case you need to speed up the update.

  

The stored procedure proc_CDR can store the call information received from the Source Replicator  in whatever format is required by a third party billing system. But, make no mistake, it is not that you need an expensive third party billing application, the OmniBilling provides a set of reports, forms and queries to do statistics, invoices and prepaid card number generation. These include cross-tab summaries, pie charts, attempts, completion rates and minutes v/s time graphics, billing and provider debt reports.

User Programmable Functions

 

User Programmable Functions make it possible to do predictive dialing (Telemarketing), test traffic generation (Blasting) and user programmed IVR's with OmniBox. 

 

Predictive Dialing and Blasting are outbound functions that will be executed by the OmniBlaster which is triggered from the a specially featured OmniMonitor (see below) by selecting (marking) channels and then hitting Start Blast.  
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User programmed IVR's are triggered by an inbound call into a Domain with  a Function  that matches a user programmed state machine. You may also customized standard IVR functions by inserting "hooks" to user programs in their state machines. 

 

The programming style for users will be that of State Machines. State machine programming involves two main concepts, states and events. OmniBox state machine system will have 20 events and as many states as needed for the user application.. The 20 events are the 12 normal dtmf digits (0123456789#*),  four typical happenings in the telephony world DTMF_Count, Timeout, Invalid and Hang-up, a Repeat_Limit event that happens when the Invalid plus the Timeout event count reached 3 and finally four Pseudo Events  that are used to return results of commands, register comparisons and user decisions. 

 

In a nutshell, the Flow of a user program will be controlled by records in the sysStMachine table. This table will have one record per state and 22 fields, 2 indexes StMachID and StateID and one for each of the 20 events. When the program is in a certain state and then an event happens, the value of the corresponding field points to the next state. When ever there's a state transition, a user defined sequence of commands, to do prompting, digits getting, recording, dialing, etc., is going to be executed. The sequence of commands for each state will be stored in the Sequences table

 

OmniBox have standard IVR funcions described in Chapter 4. For efficiency, all switching ones and the basic silent call blasting are totally hard-coded, but PIN verification, test service and call making IVR's read their state machines from the sysStMachine in the database, though their command sequences remain hard-coded.

 

Remote Control and Supervision using Internet Protocol
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The OMNIBOX has no user interface, it publishes its status, activity and alarms over an IP network. Also listens to command messages addressed to it, so it be controlled remotely. There are performance and convenience advantages to this approach:
         Since switching performance is not compromised by the user interfaces, it can be made as sophisticated as needed.

         You may monitor activity and control the system from one or more remote sites in a LAN or WAN.

·  From the Monitor you can:

·  Check the call progress in every channel, Results stay even after the call is finished.
·  It shows the current traffic and the seizure count of the last minute;

·  Include/ exclude any channel (Use Exclude/Include buttons and the text box between); 

·  Commit the changes to the database parameters(Commit Db Changes under Actions menu); 

·  Check acknowledgement for all the above commands.

·  Monitor CDR replication.

·  See all the watchdog alarms that are issued

· Broadcast and receive message to and from all connected Monitors 

· Schedule commands 

·  Unload/reload the OMNIBOX executable.

Parameters that actually control the OMNIBOX, are stored in tables within an MS SQL Server database. The objects of this database, can also be remotely accessed through the same IP network. Changes apply only after sending a “Commit DB Changes” command from a Monitor. 

Security features:
· ACCESS can be restricted to an access list

· Administrative privileges can also be limited to a list

· Monitoring capabilities of any given computer can be limited to specified trunk groups  

Analog Service Inbound Ports

If the Dialogic analog boards  (D/41SC or D/160SC) are included in the system, the following features are can be enabled for one or more of the analog lines to further enhance monitoring capabilities:

 

1.        Listen into a specified channel

2.        Setup a call to a specified outbound channel

3.        Setup a call into a route

4.        Setup a call into an inbound trunk group (Domain)

  

These features allow the following tasks to be performed.

  

Tasks:

  

         If you want to listen to calls to test voice quality or check what is going on, use feature 1

         To check why calls are failing or short use feature 1

         If you want to test a particular channel, use feature 2

         If you want to make a phone call to actually talk to somebody, use feature 3.

         If you need to test digit processing settings, use feature 4

 

 Switching
Omnibox can work behind a switch to provide Software Answer Supervision, Hung Trunk detection, Billing, Monitoring, etc. but it can also take over the switching tasks. OmniBox can do everything a switch does: dynamic routing, digits translation, priority routing, SS7...etc. Only that it's cheaper and a lot easier to manage.

 

If you are bypassing and/or doing a prepaid/invoiced operation using VoIP, your best deal is to use an OmniBox to do your switching, software answer supervision and IVR between, for example, your Cisco's 5300 and the PSTN network..
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